CURRICULUM VITAE

Name: -Mukeshkumar M Panchal	
Email: -panchalmukesh36@gmail.com                     
Contact No: -+91-7276478094,8928964322          
LinkedIn: - https://www.linkedin.com/in/mukesh-panchal-218a7b128                                                      

Career Objectives: - 
My goal is to obtain a dynamic, challenging opportunity that contributes to the outstanding success of the business via 5+ years of Information Technology experience in various industries.
Professional Experience: -
Organization: Orient Technologies PVT LTD  
Total Experience: 2 Year
Duration: 10 May 2017 to 15 May 2019

	      Designation: Network Support Engineer
	     Client:            Tikona Digital Network
Description : Remote Monitoring of Network & Client End Connectivity via various NMS    Tools such as Flex master, Zone director, Telnet, etc. 
Access of Core Routers via telnet installed in operational cities to check the ping response of serving Access Point and client end device.
Taking necessary action on complaints received from clients based on technical data available from various NMS tools and resolving the same with support of NNOC Team in case of network issue or field team in case of issue observed with client end connectivity by raising a ticket in Siebel application. 
Remote configuration of routers (Cisco, D-Link, Net gear, Belkin, Tp-Link, etc. & various other wireless communication devices available with clients

Organization: Samarth Softech solution Pvt Ltd
Total Experience: 12 Months
Duration: 11 October 2019 to 15 October 2020
Designation: Hardware and Network Engineer
Description: Maintaining and administering computer networks and related computing environments including systems software, applications software, hardware, and configurations.
Performing recovery operations and data backups when required.
Protecting data, software, and hardware by coordinating, planning and implementing network security measures.
Troubleshooting, diagnosing and resolving hardware, software, and other network and system problems.
Part of ISP Installation of Tikona Networks.
Monitoring network performance to determine if adjustments need to be made.
Conferring with network users about solving existing system problems.
Operating master consoles to monitor the performance of networks and computer systems.

Coordinating computer network access and use.
Designing, configuring and testing networking software, computer hardware, and operating system software.

Organization: Aeroflex Industries Limited.
Total Experience: 24 Months
Duration: 20 October 2020 to present
Designation: Asst. Manager – Information Technology

Description:  Server Related- Handling AD, ADC Server Create New Users on AD Give them Authorization of Particular Department, Also Handling Server Profile Corrupt Issues, APIPA IP Issues, Application Servers ERP (Encompass) Checking Users Activity Daily Auto Backup Checked Resolved User Query Related to ERP. Handling DNS Forwarding if in case ISP has Changed. Install Server Operating System 2019 For SAP, Creating NIC Teaming for Networking. Install Required Software for Same. Add Cals for Remote Users. At that time of SUSE Operating System Installation Provide Necessary Support. For installing Library Files.
Handling Servers ILO for Checking Servers Health and checking Servers Logs Also Create RAID Configuration for HP DL380 server etc.
Handled O365 Admin Center, creating new Email IDs for New Join Employees add Roles for those Mail IDs  

Firewall- Handling FortiGate 60D Firewall Monitoring Network Traffic, Checking Load in Firewall Checking ISP Status, Configuring VPN Connections for Users Taking Backups if any Changes done in Firewall, Handling Forti Analyzer F200 for Reporting Manage High Bandwidth Users Report, VPN User Reports. 
Part of Installation of New FortiGate Firewall 100F Created interface for ISP in WAN Port Create Admin Profile with Super admin Update Firmware with checking Compatibility Added LDAP Server for Adding Domain Users for Creating Policy for Users. Create Two Factor Authentication for Admin Login. Added Port for SAP Services Marketing Portal Access Purpose etc. Creating new Policies for management Group and User Group.
Part of Installation of New FortiGate Firewall 40F Created interface for ISP in WAN Port Create Admin Profile with Super admin Update Firmware with checking Compatibility Added LDAP Server for Adding Domain Users for Creating Policy for Users. Create Two Factor Authentication for Admin Login. Added Port for SAP Services Marketing Portal Access Purpose etc.
 
Hardware/Network/Infrastructure- Provide the Seamless Service to End Users. Handling Hardware team Guide them for Printer Desktop and Label Printer Installations and how to maintain the Inventory using OCS Inventory Management Also Handling All Installations of Network Like Rack, Switch, PoE Switches Patch Panels, Fiber Installations in Plant (Factory) for Seamless Connectivity in on-Premises. Part of the Projects Like ISP Installations. Local ISP Provider DcB and JIO, Tata.
Also Handling the Matrix IP Phone Configurations.
Handling Symantec Antivirus Server Maintain License Details Assign License. Monitoring Antivirus Logs Creating Policy’s for users Like USB Block, Camera Block etc.
Part of MDM Demo how to manage Android and Windows Devices using FileWave Applications.
Handling Vendors for Various IT Related Purchase.


SAP Business One- Handling the Implementation of SAP Business One Module In this Implementation Handled Various Modules Like Sales, Purchase, Accounts, EXIM, Gate Entry,
Operation Control, Quality Control Etc.
Installed SAP Client on User Machines, with there’s Rights 
Provide Supports for End Users Resolving Their Query’s, taking Backup on Daily Basis and Upload on Clouds, Set Add-ons Authorization for Users Create Users and Assign them License and add the Authorizations. Created Approvals for Sales Order, Purchase Order Etc.
If required Take Backup Manually.
Handled real time Operations Entry’s, and Provide supports for End Users.
Handling Team of IT Department.
Report All those Activity to IT- HEAD on Daily Basis 
 

Technical skill: -

· Implementations Configurations of Windows Server 2012R2,2019 and Services Like AD, DNS, DHCP etc.
· Knowledge of Configuring the Routers and routing Protocols.
· Configuring Firewalls for FortiGate	and Access Points
· Installation &Configuration of Windows OS.
· IP Phone Configurations, ISP Installations.
· SAP Business One Client Installation.
· Asset Management, IT Inventory, MDM 

Professional Qualification: -
· I have Completed My CCNA, MCSE, LINUX Certification from Zoom Technology.
· I have Completed My VMware & Private Cloud Certification from IIHT Institute.

Academic Details: -
· Bachelor of Engineering (BE)-Computer - from Gharda Institute of Technology Mumbai University in June2016 with CGPI (6.17).
· Higher Secondary Certificate (XII) - from Maharashtra Board in March 2011 with First Class (60.36%).
· Secondary School Certificate (X) - from Maharashtra Board in March 2009with First Class (62.46%).

Personal Detail: -
· Date of Birth: - 20 July 1994
· Marital status: -Single
· Language: - English Hindi Marathi
· Hobbies: - Playing Indoor and Outdoor Games.
· Address: - 301, jayshakti arcade sector-18 phase-2 taloja Navi Mumbai, Maharashtra, INDIA





[bookmark: _GoBack]
Key Strength: -
· Ability to Work without Supervision.
· Initiative and Ability to Multitask.
· Team Player with Positive Attitude.
· Ability to work under Pressure

Declaration: -
	I hereby, declare that the Information Furnished Above is the Best of My Knowledge. 	            

· 


